(Apache Website CVE-2007-5000 : )

....a cross-site scripting attack is possible....

NVD CVE-2007-5000: a Cross-site

scripting (XSS) vulnerability in the 4 . . .
....mod_imap module.... Source Code Repository developer fix documentation:
....ensure that a charset parameter is sent in the content-type ...

Source Code Repository

developer fix documentation: Fix Source Code Repository Code Difference:

cross-site-scripting issue by escaping the Filles meel AMeEEmED.E , o
URI Line 482 modified to contain an explicit character set:

ap_set content type(r, "text/html;charset=ISO-8859-1");

Source Code Repository Code
Difference:

File: mod imagemap.c

Line 485 and 490 modified to
escape html in URI:
ap_escape_html (r->pool, r->uri)
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CAN-PRECEDE 5000 : ....a cross-site scripting

attack is possible....
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